Common Facebook Scams and What
You Need to Know
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Scammers are always at work and it's important to be aware of the latest scam going around to protect yourself and
the parish.

Here we'll document common Facebook scams you should be on the lookout for.

Fall 2023

Many Facebook pages have received a direct message similar to the one below. It usually comes from an account
that looks legitiamte but isn't. In this case, the account name is "Support Fanpage."

These messages are designed to get you to hesitantly click on the link. The giveaway that this is a scam is the
account name and the link. You can always look at the account of anyone who is sending you messages. If it's not
verified but claims to be from Facebook, it's likely a scam.

The other giveaway is the link. The URL ends in ".app" and clearly isn't a link to Facebook's website.
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Support Fanpage

A mportant Notification
Facebook :

Your Facebook page is
scheduled for permanent
deletion due to a post that has
infringed upon our trademark
rights. We have reached this
decision after a thorough
review and in accordance with
our intellectual property
protection policies.

If you believe this to be a
misunderstanding, we kindly
request you to file a complaint
seeking the reinstatement of
your page prior to its removal
from Facebook.

Request for Review: https://
metahelpcenter-
accountmonitorrweb.app

We understand that this
situation may impact your
ongoing business operations.
However, please be informed
that if we do not receive a
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